
Marlene H. Dortch
Office of the Secretary
Federal Communications Commission
445 Ith Street, Suite TW A325
Washington, DC 20554

RE: Annual CPNI Certification for 2010

Date filed: 02/19/2010

Name of company covered by this certification: Aeneas Communications, LLC

Form 499 Filer ID: 823578

Name of signatory: Jonathan V. Harlan

Title of signatory: Owner/CEO

I, Jonathan V. Harlan, certify & that am an officer of the company named above, and
acting as an agent of the company, that I have personal knowledge that the company has
established operating procedures that are adequate to ensure compliance with the Commission's
CPNI rules. See 47 C.F.R. § 64.200 I et seq.

Attached to this certification is an accompanying statement explaining how the
company's procedures ensure that the company is in compliance with the requirements set forth
in section 64.2001 et seq. of the Commission's rules [attach accompanying statement].

The company has not taken any actions (proceedings instituted or petitions filed by a
company at either state commissions, the court system, or at the Commission against data
brokers) against data brokers in the past year. Companies must report on any information that
they have with respect to the processes pretexters are using to attempt to access CPNI and what
steps companies are taking to protect
CPNI.

The company has not received customer complaints in the past year concerning the
unauthorized release of CPNI (number of customer complaints a company has received related to
unauthorized access to CPNI, or unauthorized disclosure of ePNJ, broken down by category or
complaint, e.g., instances of improper access by employees, instances of improper disclosure to
individuals not authorized to receive the information, or instances of improper access to online
information by individuals not authorized to view the information).



Statement of CP141 Safeguards

(for 2010 certification)

I am the CEO of Aeneas Communications LLC and I certify that Aeneas advises all
customers of the opt-in process and that it does not share its CPNI with anyone other than as
necessary for network provisioning of service. This information is stated on our website at the
following URL:

http://www.aeneas.netlpolicies privacy.shtml

On this page are references to the safeguards in place to protect this information, our CSRS are
consistent with this policy, our personnel are trained consistently with this policy, and advised
that they can be fired for violating privacy policies. Equipment at Aeneas makes it possible to
track access to CPNI, and Aeneas maintains records of disclosures of CPNI to third parties, such
as law enforcement personnel supported by subpoena. No outbound marketing campaigns utilize
CPN!.

Aeneas Communications, LLC
PO BOX 277
Jackson, TN 38302-0277
(731) 554-9200


